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Abstract  

In this paper, we investigate the issues of establishing adaptive feedbacks 

between supply chain (SC) scheduling and execution from the perspectives of 

modern control theory. In using optimal control for scheduling stage, feedback 

adaptive control for the execution stage, and attainable sets for the analysis of 

the achievement of the planned performance in a real execution environment, we 

provide mathematically unified framework for SC scheduling and execution 

control. The proposed frame-work makes it possible to analyze the 

correspondence of RFID (Radio Frequency Identification) functionalities and 

costs to the actual needs of execution control and support problem-oriented SC 

adaptation for the achievement of the desired performance. The developed 

framework can be applied as an analysis tool for the decision support regarding 

the designing and applying RFID infrastructures in supply chains. 
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1 Introduction 

Supply chains (SC) subject to the dynamics and 

uncertainty of an actual execution environment. An 

SC schedule may be subject to numerous unplanned 

changes/disruptions and, therefore, need continuous 

adaptation. The study by Mulani and Lee [1] showed 

that SC managers spend about 40-60% of their 

working time handling disruptions. Recent studies 

indicated that the scheduling needs to be considered 

with regard to a real SC performance and perturbed 

execution environment [2], [3]. The challenge is no 

more to schedule “ideal” optimal SCs that fail in a real 

execution environment, but adaptable and robust SCs 

[3], [4], [5].  

The achievement of the planned SC goals can be 

inhabited by perturbation impacts in a real execution 

environment [6]. SC execution is subject to 

uncertainty at the planning stage and disruptions at the 

execution stage. Therefore, SCs are to be reliable and 

flexible enough to (1) ensure agility and (2) to be able 

to adapt their behavior in the case of perturbations 

impacts in order to remain resilient by recovering 

disruptions once disturbed [7]. 

Modern developments in information technologies 

(IT) such as RFID (Radio Frequency Identification), 

SCEM (SC Event Management) and mobile business 

provide a constructive basis to incorporate the stages 

of SC planning and execution. However, the IT serve 

in SCs as organizational systems the decision-support 

role (and not automatic decision execution role). 

Hence, the analysis frameworks for the decision 

support regarding the designing and applying IT, incl. 

RFID, infrastructures in SCs are practically needed.  

The existing studies underline that, along with 

numerous potential benefits from RFID utilization, the 

expectations from RFID utilization and reality are 

frequently parted [8]-[14]. RFID does neither explain 

nor solve the fluctuations of customer demand, the 

delays in transportation, the level of inventory, etc. 

[10], [14], [15]. It identifies and processes the data in 

the volume according to the tags, readers and 

middleware functionalities and at the places where 

they are installed.  

RFID also does not propose and control actions that 

should be taken to adapt a SC in the case of changes 

or disruptions at the execution stage. Quality of 

adjustment adaptive actions’ efficiency at the 

execution stage depends on two factors: (1) control 

actions that are taken in operations’ execution 

dynamics and (2) control actions that have been taken 

at the planning stage. Hence, the planning and 

execution models are to be inter-reflected, which 

means, in both of the models, that the decision-making 

principles of the other model are to be reflected. The 

preferable way to ensure such integration is to apply 

the same modeling methods [16]. In these settings, the 

extensive development of approaches and models to 

dynamic SC scheduling under the attracting adaptation 

methods is becoming a timely and crucial topic in 

SCM. 

It is quite natural that the designing RFID 

infrastructures should be interconnected with the 

analysis of management issues in SCs to achieve the 

consistency of the RFID costs and impacts on the SC 

performance. Surprisingly, there is a gap in this 

research direction. The application of RFID for SCM 

is frequently not supported by the analysis of the 

correspondence of RFID functionalities and costs to 

the actual needs of execution control and SC 

adaptation for the achievement of the desired 

performance. This frequently results in redundant or 

not justified investments in RFID or negative 

assessment of RFID project results [14], [15], [17]-

[20]. 

In this study, we investigate the issues of 

establishing adaptive feedbacks between SC 

scheduling and execution from the perspectives of 

modern control theory. The aim of this paper is neither 

to provide a rigor mathematical formulation nor a 

novel RFID data management infrastructure, but to 

deliberate conceptually and to approach the existing 

gap between the management and IT levels from 

constructive engineering positions and formal 

methods.  

2 Integrated Analysis of the SC 

scheduling and RFID-based execution 

control 

The main question in the proposed execution 

adaptation approach is to define rules what control 

actions should be taken by what deviations to maintain 

the planned performance. In addition, we emphasize 

that these actions are strongly interconnected with the 

RFID infrastructure of SCs. Hence, a method is 

required to consider simultaneously: (1) SC 

performance and adaptation and (2) control actions 

(RFID functionality) and perturbation impacts, and (1) 

and (2) together (see Figure 1).  
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Fig 1. SC execution control 

 



To approach these complex interrelations, we 

propose to use the concept of SC global stability and 

the method of attainable sets. Global stability is the 

ability of an SC to maintain such an execution 

trajectory which allows the achievement of the 

planned output performance despite of perturbations 

in a real execution environment with the help of 

corresponding control adjustment actions. This 

approach commits to principles that are laid down in 

the globally stability by Lyapunov, hyperstability by 

Popov, which allows uncertainty in dynamics, the 

system’s parameters, and control actions [21], [22].  

In the approach, stability is considered as a dynamic 

property that emerges through feedback loops. Hence, 

stability can be considered as a system behaviour 

property that should be maintained despite 

perturbation influences by means of corresponding 

adaptive control actions. This approach commits to 

stabilizing adaptive systems [23]. As such, stability 

becomes interconnected with adaptability within the 

so-called stabilizing feedback control. 

Let’s consider the general logic scheme of decision 

making on the elimination of disturbances in SCs. 

Step 1. The analysis of conformity of actual and 

planned goals. At the given stage, a comparison of the 

actual values of parameters and the goals of SC 

execution with the planned values is carried out. If the 

arisen deviations in aggregate do not lead to a loss of 

stability and the SC maintains a stable state, 

necessities for correcting control influences are not 

present. Otherwise, a transition to step 2 is necessary. 

Step 2. Alerting managers about the necessity for 

taking regulating decisions. In the case where 

perturbation influences lead to a loss of stability and 

the SC loses its stable state, regulating control 

influences. On the basis of the actual stability analysis 

data and the planned scenarios of recovering the SC 

operability, a certain set of actions on the restoration 

of a planned (or wished for) course of events is 

proposed to managers. 

Step 3. Decision making on the SC adaptation. 

Taking operative decisions is based on a system 

comparison of various kinds of control influences with 

various levels of parameter deviations of the SC 

gained on the basis of the stability analysis.  

The quantitative of model global stability analysis 

is based on the control theory-based dynamic 

interpretation of the SC’s functioning process and 

attainable sets. The results of the stability analysis can 

be brought into correspondence with different SC 

adjustment measures with regard to SC schedules. In 

addition, the usage of attainable sets makes it possible 

to quantify the stability in the form of a stability 

index. 

The essence of a stability index calculation is based 

on the construction and comparison of two attainable 

sets (the area of admissible values of SC performance 

metrics and the approximated area of SC attainability 

under the influence of perturbation factors). The 

stability index is expressed as the area of intersection 

of these two rectangles 

Based on the quantification of stability with the 

help of attainable sets (AS), it becomes possible to 

compare different SC and RFID structures with 

different scope and scale of the resource consumption 

regarding both the performance indicators and 

stability. This analysis can be performed with regard 

to different execution scenarios and different areas of 

control impacts in order to achieve the planned output 

performance in a real perturbed execution 

environment. Hence, the results of the stability 

analysis can be brought into correspondence with 

different SC performance and resource consumption 

scenarios. 

Summarizing, we emphasize that the proposed 

approach makes it possible to approach the issues of 

both (1) analysis of the mutual correspondence of the 

investments into RFID infrastructures and the SC 

performance and (2) analysis of the selection of 

appropriate SC adaptation actions responding to 

changes in SC execution environment.. 

3 Experimental Environment 

3.1 Analysis of the compliance of an RFID 

infrastructure with the requirements for 

execution control 

For the investigating of the RFID-based feedbacks 

within the developed modeling framework, a 

simulation program (Fig. 2) and experimental stand 

with a transport network and some production and 

warehouse facilities is currently under development 

(the transportation network with an RFID 

infrastructure is already elaborated).  

We note that the RFID experimental environment is 

not intended (at least, in its current version) to the full 

implementation of the developed models. It is much 

simpler as the modeling framework and serves to 

gather experimental data for the modeling complex. 

The modeling complex itself is implemented in a 

special software environment, which contains a 

simulation and optimization “engine” of SC planning 

and execution control, a Web platform, an ERP 

system, and APS system, and a SCEM system. The 

kernel of the computational framework is the decision 

modeling component, that is, the simulation and 

optimization “engine”.  

The schedule optimization is based on an optimal 

control algorithm that is launched by a heuristic 

solution, the so-called “first approach”. The seeking 

for the optimality and the SC scheduling level is 

enhanced by simultaneous optimizing and balancing 

interrelated SC functional, organizational and 

information structures. 

The schedules can be analysed with regard to 

performance indicators and different execution 



scenarios with different perturbations. Subsequently, 

parameters of the SC structures and the environment 

can be tuned if the decision-maker is not satisfied with 

the values of performance indicators. In analyzing the 

impact of the scale and location of the adaptation steps 

on the SC performance, it becomes possible to justify 

methodically the requirements for the RFID 

functionalities, the stages of an SC for the RFID 

elements locations, and the processing information 

from RFID. 

In particular, possible discrepancies between actual 

needs for wireless solution of SC control problems 

and the total costs of ownership regarding RFID can 

be analyzed. In addition, processing information from 

RFID can be subordinated to different management 

and operation decision-making levels (according to 

the developed multi-loop adaptation framework). Pilot 

RFID devices with reconfigurable functional structure 

are developed. 

 

 

Fig. 2 Screenshot from the transport network 

simulation program 

3.2 Observations from the designing an RFID 

infrastructure 

Let us discuss some observations and results. At the 

first stage of the establishing the experimental stand, 

we came to the conclusion that traditional networking 

technologies tend to be expensive for integration of 

many readers. In this work some efforts have been 

made to analyze and optimize RFID network structure 

to be more suitable for SC control tasks. 

The most valuable property of RFID technology is 

wireless data interchange with objects (tags) without 

power source (passive RFID). Main advantages of 

passive tags such as low cost, size, weight, make them 

ideal candidates to be agents for data accumulation 

and transmission along with physical objects [24]. 

Most of tag access protocols are international 

standards. This improves interoperability of readers 

and tags of different manufacturers. Cost of a tag is 

continuously decreasing that enables their applications 

in real life. 

Although main function of readers is reading data 

from tags, readers can also perform many additional 

functions such as writing data, setting password, 

locking data and killing tag. However, readers do not 

have well defined protocols to be controlled with. 

Each manufacturer offers its own solution for data 

interchange between a reader and computer. In fact, 

there is no interoperability between readers of 

different manufacturers.  

One of the most important issues from the system 

integration point of view is a ratio of readers being 

used to the computers which control them. Today, 

only a few readers can be directly connected to a 

single PC. However, future RFID systems will need to 

be distributed RFID networks.  

For many RFID systems with a single reader the 

wider reading range is the preferable way. However, 

the wide detection range decreases the resolution for 

locating objects. For pure storage operations, the wide 

range has two drawbacks. First, increased number of 

tags located in the field of the reader decreases the 

reading performance and enlarges the storage cycle. 

This has negative effects on the systems designed to 

monitor especially valuable objects. Second, the wide 

range is equivalent of poor resolution in case of 

localizing objects. So, for the tasks where object 

location is important (e.g. tasks of object storage and 

logistics) many readers are required to arrange a wide 

zone totally covered with RFID field. Distributed 

reader networks tend to be expensive if based on 

readers optimized for the wide range operation.  

Several changes in system architecture can be 

proposed to achieve desired properties of the system. 

First, readers should be integrated in a special bus that 

will provide both power and data path to readers using 

the single coaxial cable to be easily mounted and 

minimize connections. Second, software can be split 

according to client server model based on TCP/IP 

sockets using well-defined portable interface. Thus, 

application programmers can use the same command 

set to access any reader in a bus behind the server. 

Since the TCP/IP is an Internet protocol user 

applications can be spread over the network and talk 

to both local and remote servers [25]. 

The Sim-Sim architecture [26] can be treated as a 

basement of distributed RFID networks which will be 

the future of RFID technology. Once the readers get 

inexpensive, other factors start to determine overall 

system cost. Sim-Sim architecture potentially offers 

both hardware and software solutions to reduce these 

costs. Existing readers can be easily integrated into 

Sim-Sim Server using back-end drivers. Thus, Sim-

Sim architecture provides both reader manufacturers 

and application programmers with cost-effective, 

stable, scalable and portable RFID solution. 
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